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Abstract
Nowadays, the Internet is the most common source of information, it is the means of almost any activity, such as shopping, online banking, getting informed or keeping contacts. Users need to know privacy regulations, read privacy and cookie policies to protect themselves against illegal or unwanted data use. The answers obtained to our questionnaire have been analyzed and they prove our hypothesis that users’ privacy awareness is low, and highlight that users need a deeper education in privacy protection. In our questionnaire people were asked general questions, such as “Do you always read cookie policies?” or “Do you have deep knowledge of privacy regulations?”, and more specific questions, such as “Have you ever used the Hungarian National eHealth Infrastructure (EESZT)?” or “Do you know that Facebook plugins follow all your online activities?”.
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1. Introduction

In the last few years, online presence has significantly increased, which EUROSTAT and NTIA statistics confirm (Roskó, 2020a). Figures 1 and 2 highlight the growing tendency to use online social networks and financial services. Despite these facts, users usually do not pay attention to carefully read privacy policies for sites that they use, such as online shopping applications, news sources or Facebook. Moreover, users do not read policies, and most of the time, unnecessarily share a huge amount of personal information about themselves, as highlighted by Nyoni and Velemíni (2018). A large percentage of Facebook users (75 percent) have shared or often share their geo-location with friends in posts (Figure 3), while 33 percent provide complete personal data and 67 percent share partial personal details (Figure 4). Many posts are primarily status updates, picture sharing and liking. Most respondents think that these actions are safe and do not cause problems, but the truth is that cybercriminals can use this information to build profiles about specific users, for example, daily routines, frequent activities or studies. All of these might also contribute a steady increase in cybercrimes. Identity theft, phishing and information leakage are the most common cybercrimes (European Union Agency for Cybersecurity, 2019). Watters, et al., 2019 emphasized that since 76.5 percent of services apply SMS-based two-factor authentication, the identity of a given sender can be easily guessed or named in a message. In other cases, unnecessarily shared personal information can be the biggest source of successful identity theft attacks,
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embarrassment or stalking (boyd and Hargittai, 2010).

Figure 1: The proportion of online social network use in U.S., EU and Hungary between 2015–2019 (Source: EUROSTAT and NTIA statistics).
Figure 2: The proportion of online financial services use in U.S., EU and Hungary between 2015–2019 (Source: EUROSTAT and NTIA statistics).
Figure 3: Geo-location sharing by users (Source: Nyoni and Velempini, 2018).
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Analyzing recent papers, we found that most of them only inspect the awareness of Facebook users’ over privacy, and only some of them cover a wider part of the online market, such as Android users, platform-independent users or browser extensions. In the terms of privacy awareness, we paid special attention to covering a wide range of privacy aspects. We tried to reach not only Facebook or other social media users in our survey but also identify those focus areas where users need to be educated more intensively in order to raise their awareness of cybersecurity issues.

Having analyzed the preliminary results of our surveys on privacy awareness, we provide a preliminary hypothesis validation since significant measures must appear in small samples as well. This paper presents these results and discusses the commonalities and differences compared to other recent research. Based on these results, this paper proposes educational methods to develop privacy awareness as a final outcome.

2. Problem statement

People do almost everything online, but they do not read carefully — or not at all — privacy policies of the sites that they use. Additionally, they share unnecessarily too much personal information on social media sites, such as images of certificates or documents. All of information can be an intense resource for cybercriminals to successfully perpetrate cybercrimes, such as identity theft and extortion.

3. Proposal
The primary goal of this paper is to validate the hypothesis that privacy awareness is low based on scores from users on privacy and the following criteria:

a. Users know that there are privacy regulations, but they do not know their details.
b. A huge part of users do not read privacy policies on sites.
c. Despite national propagation and support, the Hungarian National eHealth Infrastructure (Elektronikus Egészségügyi Szolgáltatási Tér or EESZT) is not well-known among Hungarians, which significantly highlights that most might have not made privacy settings for their medical records.

4. Methods

In this study, we applied mixed research methods, such as qualitative and quantitative methods as discussed in Addo and Eboh (2014). As a first step, we analyzed our survey results to prove or discard our hypothesis that privacy awareness is low.

Data were collected from a randomly selected high school in Debrecen via a paper-based questionnaire and the University of Debrecen via an electronic questionnaire in 2019. To filter out contradictory answers, records which meet the following conditions were deleted:

1. Validation A: Q2 = A1 AND Q3 = A1 or A2,
2. Validation B: (Q6 = A1 AND Q9 = A2) OR (Q6 = A1 AND Q7 = A2).

We analyzed the dataset in order to generate descriptive statistics, summarized in Table 1.

<table>
<thead>
<tr>
<th>Age group</th>
<th>SUM before erasure</th>
<th>Validation A</th>
<th>Validation B</th>
<th>A+B</th>
<th>SUM after erasure</th>
</tr>
</thead>
<tbody>
<tr>
<td>High school</td>
<td>74</td>
<td>8</td>
<td>15</td>
<td>3</td>
<td>54</td>
</tr>
<tr>
<td>University</td>
<td>199</td>
<td>8</td>
<td>11</td>
<td>0</td>
<td>180</td>
</tr>
</tbody>
</table>

After cleaning the dataset of contradictory answers, chi-square tests were used to indicate if there were significant differences between answers and to examine if there were relationships between age groups (high school or university students) and answers. All statistical analyses were performed with SPSS, version 26, and we considered our results significant if the \( p \) value was less than 0.05. The abbreviation Q stands for the question and abbreviation A for answer; for example, Q1 = A1: Question 1 = Answer 1. In order to analyze sharp differences, we grouped answers, the method of grouping detailed in the case of the specific question. By this step, all the variables, except score, are dichotomous because they only consist of yes and no. All the datasets and questionnaires are available in Roskó (2020b).

5. Results

This section presents the results of our survey analyses on privacy awareness as detected by a knowledge about privacy regulations as well as the Hungarian National eHealth Infrastructure.
5.1. Scores on privacy awareness

The privacy awareness scores were counted with a specific set of criteria detailed in Roskó (2020b); Table 2 summarizes the scores grouped by age group (high school and university students), and Figure 5 shows the proportion of good (9–12 points) and bad (0–8 points) classes.

<table>
<thead>
<tr>
<th>Score</th>
<th>0</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>6</th>
<th>7</th>
<th>8</th>
<th>9</th>
<th>10</th>
<th>11</th>
<th>12</th>
</tr>
</thead>
<tbody>
<tr>
<td>High school</td>
<td>1.85</td>
<td>0.00</td>
<td>1.85</td>
<td>1.85</td>
<td>5.56</td>
<td>18.52</td>
<td>12.96</td>
<td>1.85</td>
<td>22.22</td>
<td>11.11</td>
<td>14.81</td>
<td>5.56</td>
<td>1.85</td>
</tr>
<tr>
<td>University</td>
<td>2.22</td>
<td>1.11</td>
<td>12.22</td>
<td>3.33</td>
<td>18.33</td>
<td>12.78</td>
<td>13.89</td>
<td>6.11</td>
<td>12.22</td>
<td>3.89</td>
<td>5.00</td>
<td>7.22</td>
<td>1.67</td>
</tr>
</tbody>
</table>

Table 2: Scores on privacy awareness (yellow: the most commonly achieved score, bold: the highest score achieved in class ‘bad’ and green: the highest score achieved in class ‘good’; all values in percent)

Figure 5: Proportion of privacy awareness scores whether user scored 9 points or not.

To precisely determine if privacy awareness was low, we summarized scores in Table 2. For high school students, a
score of 8 was the most commonly achieved value, which is also the most commonly achieved value in class ‘bad’. In the case of university students, the score of 4 was the most commonly achieved value, also the most commonly achieved value of class ‘bad’. Figure 5 shows the proportions of classes ‘bad’ and ‘good’, highlighting that a large number of both groups of respondents could only score less than 9 points. The threshold value of privacy awareness was about 75–80 percent (9 points) of a total of 12 points, where it could be said that a user was conscious of privacy protections. A large number of respondents did not have enough knowledge to protect their privacy. University students differed significantly; χ²(12)=24.795, p=0.016, ϕ_c=0.326. To prove that the results were accurate, we analyzed the datasets in more detail.

5.2. Only a low percentage of users consistently read privacy policies

We analyzed how many users always read privacy policies, another key test to prove or discard our hypothesis that privacy awareness was low.

Most of our respondents confessed to be aware of privacy protections, but high school students appeared to be significantly more aware than university students (Figure 6); χ²(1)=10.466, p=0.001, ϕ_c=0.211. Unfortunately, these results were refuted by answers to Questions 4 and 6. In the case of reading cookie policies, a significant proportion of the respondents said that they did not read them because they were not interested; χ²(3)=1.161, p=0.762, ϕ_c=0.070. Only 3.70 percent of high school students and only 1.67 percent of university students always read cookie policies (Figure 7). Figure 8 shows a summarized result (yes=A1, A2 and no=A3, A4) of answers to Question 4 if the respondents read cookie policies. These results highlighted that the proportion of answers was almost equal for both groups of respondents; a huge part of them (about 80 percent) never read cookie policies; χ²(1)=0.001, p=0.976, ϕ_c=0.002. The summarized results (yes=A1, A2 and no=A3) of reading Facebook registration terms also carried the same negative results because about 60 percent of the respondents had not read the terms (Figure 9). Significant differences between the high school and the university students could not be demonstrated; χ²(1)=0.878, p=0.349, ϕ_c=0.062. Results in Figure 9 came from Facebook users only (Q5 = A1), but we also analyzed non-Facebook users. Only one secondary school student did not have a Facebook account, but the student had read registration terms (Q6 = A2), and the student was aware of privacy protection (Q10 = A1), while university students were somehow different, i.e., three students did not have a Facebook account and none had read registration terms (Q6 = A3), but one was aware of privacy protection (Q10 = A1).
Figure 6: Proportion of Question 10: Are you aware of what personal information is being processed by online systems that you use and for what purposes?
Figure 7: Proportion of Question 4: Do you usually read cookie policies?
Figure 8: Proportion of Question 4, grouped into “yes” and “no”: Do you usually read cookie policies?
Answers to Questions 4 and 6 refuted the hopeful result that a significant proportion of users were aware of privacy protection, such as reading registration terms, policies and having some knowledge about safe information sharing. Most respondents confessed to being aware of privacy protections, but the sad reality was that they did not care to read policies or terms.

5.3. The proportion of knowledge about privacy regulations

On average, more than 85 percent of both groups of respondents knew that data protection regulations existed (Figure 10): $\chi^2(1)=0.382$, $p=0.536$, $\phi_c=0.040$. 

Figure 9: Proportion of Question 6, grouped into “yes” and “no”: Did you read Facebook’s privacy policies?
We only analyzed those summarized answers (yes=A1 and no=A2, A3) to Question 3 where the answer to Question 2 was “yes”. We found that a large number of respondents did not have deep knowledge about privacy regulations. A significant difference between high school and university students was demonstrated in a question about these regulations. This deficiency was extremely high only for university students with 74.69 percent answering “no”; \( \chi^2(1)=9.573, p=0.002, \phi_c=0.214. \)

Analyzing answers to Question 15, we found that a low percentage of respondents participated in some form of privacy protection education, 18.52 percent of high school students and only 9.44 percent of the university students (Figure 11). Significant differences between high school and the university students could not be demonstrated; \( \chi^2(1)=3.351, p=0.067, \phi_c=0.120. \)
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Figure 11: Proportion of Question 15: Have you attended classes on privacy protection?

5.4. Most of the respondents were unaware about EESZT

EESZT has been in use since 2017, allowing users to precisely set privacy settings to control access to medical records. There are three options for restrictions: the first is a total restriction, with no access to medical records, the second is full permission where everyone has access to medical records, and the third is when specific rules are set for specific medical staff to access records. The default setting allows medical staff to access information, except psychiatric, addiction and STD medical records which can only be accessed by doctors of the same specific medical specialty.

Analyzing the summarized (yes=A1, no=A2, A3) answers to Question 13, we found that most respondents (98%) had never used EESZT, so most had not made privacy settings in EESZT (Figure 12). Significant differences between high school and university students could not be demonstrated, both equally had never used EESZT to set privacy settings; $\chi^2(1)=0.008$, $p=0.927$, $\phi_c=0.006$. 

\[\text{Figure 12: Proportion of Question 13: Have you made privacy settings in EESZT?}\]
Analyzing unsummarized answers to Question 13, we found that most respondents (more than 70 percent) were aware about EESZT; $\chi^2(2)=0.215$, $p=0.898$, $\phi_c=0.030$ (Figure 13).
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6. Discussion

Comparing the results of prior research on privacy awareness to the findings of this study, several significant commonalities could be observed. This section contrasts these commonalities to each other to confirm hypotheses based on our data.

We started our hypothesis validation with an analysis of privacy awareness scores, where we found that both high school and university students, in most cases, could only achieve less than 9 points, meaning that their privacy awareness was low. To precisely investigate the results, we analyzed each related question step-by-step. Having knowledge on privacy regulations exist could be most informative in determining a level of awareness.

Results of the survey done in Nyoni and Velempini (2018) highlighted that a large percentage of Facebook users shared or often shares their geo-location with friends in posts (Figure 3), with 33 percent sharing personal data fully and 67 percent partially (Figure 4). The types of posts were primarily status updates, picture sharing and liking. Most of the respondents thought that these actions were safe, but cybercriminals could use this information to build profiles about specific users. This information indicated that users did not care to set stricter personal protection on Facebook, since 88 percent of Facebook users elected not to set specific or stricter privacy options (Figure 14). We found similarities related to this in the case of Question 13 on how few people had ever worked with EESZT to check medical records or make privacy settings, less than two percent of respondents. Johnson, et al. (2012) and Malik, et al. (2016) noted that photos shared on the Internet leak private and confidential information that users never intended to publicly share. In 2009, nine percent and in 2010, only two percent of all Facebook users made privacy settings. All of these

Figure 13: Distribution of EESZT use, Question 13.
results were significantly dependent on Internet skills because 12 percent of those who had low skills and five percent of those who had high skills did not make settings as noted by boyd and Hargittai (2010). The impact of skills in cybersafety was confirmed by Robinson, et al. (2020).

![Pie chart showing privacy settings usage on Facebook](Source: Nyoni and Velempini, 2018)

**Figure 14:** Privacy settings usage on Facebook (Source: Nyoni and Velempini, 2018).

In the case of reading privacy policies or terms of use, we also found commonalities. Alani (2017) measured awareness on permissions for applications with 13 questions, answered by 4,027 respondents. Only 35.71 percent of users always read these permissions (**Figure 15**). In the case of our results, despite the fact that a huge number of the respondents were aware of privacy protection (**Figure 6**), only 20 percent always read privacy policies (**Figure 8**). Only 37 percent used antivirus software (**Figure 16**), and a significant part of the users installed applications that required excessive permissions.
Figure 15: Frequency of permission reading (Source: Alani, 2017).
We might say that respondents in our survey were careless over privacy, especially, in the terms of privacy policies for those sites used on a daily basis.

7. Conclusion

It was obvious that privacy awareness was low among respondents to our survey and that was a need for education on privacy. This need for education was also noted in Nyoni and Velempini (2018) and Giannakas, et al. (2019).

A significant number of respondents confessed to being aware of privacy needs (Figure 6) and privacy regulations (Figure 10). However, a significant number almost never read privacy policies (Figures 7 and 8).

From another viewpoint, the most possible reason for a low proportion of stricter privacy settings in EESZT was that EESZT was nearly unknown among respondents (Figure 13).

Education is a key component, utilizing the Internet as a resource of information (Hopp and Sheehan, 2019). Privacy behavior of friends and colleagues is also an important factor (boyd and Hargittai, 2010). Educating users to develop their privacy awareness is a crucial task in preventing any future growth in personal cybercrime.
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